Pin Green Community Association

CCTV Policy Nov 2017
1.Ownership

Pin Green Community Association (PGCA) operates a  CCTV surveillance system (“the system”) throughout the Hampson Park Community Centre (HPCC) it manages.

The system is owned by PGCA and managed and monitored by the Centre Manager and staff on the premises.  Policies are over seen by a Trustee who will keep it up to date with any changes in policy or the law. 

2. Policy Statement.
We use the CCTV at HPCC to support the safety and security of our staff and premises.

It will be used to:

1. Act as a deterrent to intruders and to the theft or misuse of the building and it's content or information.

2. Act as a deterrent for improper or aggressive behaviour.

3. Monitor the safety, security and whereabouts of children or adults with learning or mental health issues, who are using the premises.

4. Provide evidence to support the investigation of safety and security related incidents.

5. Provide certain staff who have remote access, with a visual overview of bookings in the centre outside of normal working hours. This will allow the smooth running of bookings.

6. Monitor staff for such things as punctuality and behaviour. See staff handbook for further details.

It will not be used for any other purpose and there is no audio recording.

The CCTV cameras will be located in appropriate places to allow the halls, coffee shop, communal area, office and all entrances and exits to be monitored.

We will be transparent in our use of CCTV and ensure that the general public are aware of the CCTV and it's uses through appropriate signs and notices.

The procedures and policy for operating the CCTV will be explain to all staff who need access and appropriate training given.

3.Compliance
Images obtained from the system which include recognisable individuals, constitute personal data and are covered by the Data Protection Act. 

This CCTV policy should be read in conjunction with PGCA data protection policy.

Hall hirers with be given written notice on booking forms, confirming CCTV usage as well as wall notices, to give awareness of system in operation. Information will be assessable on PGCA website, www.hampsonparkcc.co.uk, and we will review and updated this regularly.

The Manager of the Community Centre, is the registered data controller under the terms of the Act. 

This policy has been drawn up in accordance, with the advisory guidance contained within the Information Commissioner's CCTV Code of Practice an the Home Office Surveillance Camera Code of Practice.

3.Purpose

The registered purpose for processing personal data though use of the system is crime prevention and/or staff monitoring. 

The operators of the system recognise the effect of such systems on the individual and the right to privacy.

Full details of the Hampson Park data protection registration is available to view on the Information Commissioner's Office website. (www.ico.org.uk)
4.Description

The system is intended to produce images as clear as possible and appropriate for the purpose stated. The systems operated to provide, only when required, information and images of evidential value.

Cameras are located at strategic points throughout the Community Centre, entrance, halls,Coffee shop and public spaces.

Signage is prominently placed at strategic points on the Centre, to inform staff and visitors and members of the public that CCTV installation is in use and includes contact details for further information.

5.Operation

Images captured by the system are recorded continuously and may be monitored in the Office. Images displayed in the Office are not visible from outside the office and access to the office is strictly limited. (locked)

All staff working are made aware of the sensitivity of handling CCTV images and recordings. The Manager will ensure all staff are briefed and trained in all aspects of the operational and administration functions of the system.

Detailed procedures for the Management of the system are included in the overall Data protection file.

6. Information retention

No more images and information shall be stored than is required, for the stated purpose. Images are retained on the hard drive for the system for 24 days and then are permanently deleted. Images saved to external media will be deleted once their purpose has been discharged. When information is used,  an accurate reference log book, will  kept. This will give details on who asked to see information, the reason and who allowed it.

7. Access/Feedback

All access to recorded images is logged when used. Access to images is restricted to those who need to have access, in accordance with this policy, the Data protection policy and any governing legislation.

Disclosure of recorded material will only be made to third parties in accordance with the purpose of the system and in compliance with the Data Protection Act.

Anyone who believes that they have been filmed by the system can request a copy of the recoding, subject to any restrictions covered by the Data Protection Act (“Subject access request”)Data subjects also have the right to request that inaccurate data be corrected or erased and to seek redress for any damage caused. Procedures are in place to ensure all such access requests are dealt with

effectively and within the law. Access requests should be addressed in writing to the Centre Manager. 

Any complaints relating to the system should also be addressed to the Centre Manger,.

Staff will know and understand the rules  and need to sign a copy to accept responsibility if on duty.

8.Annual Review
This Policy will be reviewed by the Trustees/Manager on a yearly basis or if revisions to the data protection Act are brought out.

Approved by trustees...........................................................

for review in 1 year..............................................
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